
 

    

 

FOI_1212_2023-24 – FOI Request Concerning – Cybersecurity Spend and 
Patient Services 
 
1. For each year (2020 – 2022), please confirm how many cyberattacks your Trust has 

suffered?  
 

No cyber-attacks have impacted the Trust in the past 24 months 
 
2. For each year (2020 – 2022), please confirm how many cyberattacks have resulted in 

the halting of or delay in delivery of care or services to patients?  
 

N/A 
 
3. For each year (2020-2022), please confirm:  
 

a) The GBP (£) value of budget allocated to cybersecurity  
 
Solent NHS Trust does not a specific budget for cybersecurity, as this is funded 
through the overarching ICT external contractors contracts and within the Trust’s 
internal Digital Services and Information Governance & Digital Security budgets. 
 

b) What percentage of the Trust’s entire budget for the financial year was spent on 
cybersecurity?  

 
As per the above, this is not possible to calculate. 
 

4. How many times in the last 12 months have you audited your third-party suppliers’ 
cybersecurity measures?  

 

This is undertaken annually, as part of our suppliers’ requirements to complete the NHS 
Data Security and Protection Toolkit. 
 

 


